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Subject: Details Of Correspondence In Relation To Social Media Image 

 

Request and Answer: 

 
Question 
I would like to request details of correspondence sent and received by the PSNI in relation to an 
image circulated on social media in July last year showing a young girl with 'KAT' written on her 
forehead. 
 
More information on this online image can be found here: 
http://www.thejournal.ie/kill-all-taigs-facepaint-mother-1968400-Mar2015/?utm_source=shortlink 
 
For the period between July and October 2014, please disclose the following: 
 
- A copy of all correspondence (redacted where appropriate if necessary) sent and received in 
relation to the image. 
 
- A copy of any reports or evaluations (redacted where appropriate if necessary) compiled in relation 
to the image. 
 
Clarification: To clarify my request, I am seeking both internal correspondence (i.e. within the 
PSNI) and external correspondence with other bodies, redacted where required.  If this is not 
possible within the remit of the FOI Act, please limit this request to external correspondence. 
 
Answer 
I am writing to confirm that the Police Service of Northern Ireland has now completed its search for 
the information. 
 
I have today decided to: 
 
 disclose information in response to your question subject to the deletion of information pursuant 

to the provisions of Sections 31, 38, 40 and 42 of the Freedom of Information 2000 (the Act) 
 
Section 17(1) of the Freedom of Information Act 2000 requires the Police Service of Northern Ireland, 
when refusing to provide such information (because the information is exempt) to provide you the 
applicant with a notice which: 
 

(a) states that fact, 



(b) specifies the exemption in question and 
(c) states (if not otherwise apparent) why the exemption applies. 

 
The exemption/s, as well as the factors the Department considered when deciding where the public 
interest lies, are listed below: 
 
Section 42(1) – Legal Professional Privilege 
Section 40(2)(a)(b) by virtue of 40(3)(a)(i) – Personal Information 
Section 38(1)(a)(b) – Health & Safety 
Section 31(1)(a)(b) – Law Enforcement 
 
Section 40 - Personal Information is an absolute exemption which means there is no requirement on 
the Public Authority to consider whether there is a public interest in disclosure.  This is so because 
personal data is governed by other law (The Data Protection Act 1998). 
 
The information identifying an individual constitutes their ‘personal data’. We have therefore 
considered whether the disclosure of this personal data is subject to the exemption at section 40(2) 
of the Freedom of Information Act 2000 by virtue of s40 (3)(a)(i). If the disclosure of the personal data
would contravene any of the eight data protection principles contained within the Data Protection Act 
1998, the exemption at section 40(2) of the Freedom of Information Act 2000 will apply. Section 40(2)
of the Freedom of Information Act 2000 by virtue of section 40(3)(a)(i) states:- 
 
“(2) Any information to which a request for information relates is also exempt information if 
 
a) it constitutes personal data which do not fall within subsection and 
b) either the first or the second condition below is satisfied. 
 
(3) The first condition is – 
a) in a case where the information falls within any of paragraphs (a) to (d) of the definition of “data” in 
section 1(1) of the Data Protection Act 1998, that the disclosure of the information to a member of the 
public otherwise than under this Act would contravene – 

i. any of the data protection principles …” 
 
The eight principles within the Data Protection Act, are principles of good information handling 
standards which PSNI must comply with in relation to how it handles personal information, including 
deciding whether to disclose it or not. In particular, the first principle requires personal data to be 
processed ‘fairly and lawfully’. In considering whether it is ‘fair’ to the individual to release this 
information about them, PSNI considered the likely expectations of the individual. Therefore 
disclosure would be in contravention of the first Data Protection Principle as it would be ‘unfair’ to the 
individual concerned to release it and PSNI has withheld that information. 
 
Legal Professional Privilege protects material from disclosure on the ground that a person must be 
sure that what they and their lawyer discuss in confidence will not be disclosed to third parties. Such 
communication is protected by legal advice privilege if it is made; confidentially, between a client and 
their lawyer, and for the purpose of seeking of legal advice. Communications between solicitors in 
the PSNI’s Legal Services Branch and members of the PSNI staff are communications between a 
lawyer and client. 
 
Section 42 is a Class Based exemption so it is not necessary to address the harm. However, as it is 
a qualified exemption a public Interest Test is required. 
 
Section 38 is a prejudice based qualified exemption and this means that the public authority is 
required to evidence the harm in disclosure of the requested information and must consider the 
balance of the public interest in releasing the information against the public interest in withholding it. 
 
Section 31 is a qualified and class-based exemption which means that the legislators have 



determined that harm in release must be evidenced and also that a public interest test should be 
conducted. 
 
The summary of the Harm and Public Interest considerations for Sections 38 and 31 is provided 
below. 
 
Harm Test 
The information refers to police direct dial telephone numbers and e-mail addresses and the release 
of this information is a sensitive area. Releasing these details would allow criminals, and anyone 
intent on hampering police law enforcement duties, to bombard the system with e-mails and phone 
calls therefore both directly and indirectly impacting on the prevention and detection of crime.   
Disclosure of the information relating to an individual at risk employed by PSNI could impact on 
his/her safety and thus disclosure of the individual’s name may be valuable intelligence for terrorist 
groups. 
 
Public Interest Test 
 
Factors favouring release – Section 38 
Releasing the information would promote openness and transparency. The public would be better 
informed about staff and their roles within the service.  
 
Factors favouring retention – Section 38 
Releasing the names of individuals who work within the PSNI into the public domain would assist 
terrorists and criminal elements to carry out attacks on these persons. 
 
Factors favouring release – Section 31  
Release of this information could give the public better access to Police Departments. 
 
Factors favouring retention – Section 31 
Disclosures of details about e-mail addresses and phone numbers could compromise the PSNI’s law 
enforcement abilities by bombarding the addresses with e-mails and keeping the telephone lines 
engaged. This would mean that police officers and staff would be engaged in answering calls which 
could be better answered by others and release of an e-mail address could increase the risk of cyber 
attack which would hinder legitimate e-mails from getting through. This could potentially lead to more 
crime being committed and individuals being placed at risk by important calls and information not 
getting through.  
 
Factors favouring release – Section 42 
Public authorities should be accountable for the quality of their decision making and release of this 
information would assist transparency of the decision making process. 
 
Factors favouring retention – Section 42 
Decisions by public authorities should be made in a fully informed legal context.  The knowledge that 
legal advice may be released into the public domain may affect the ability of lawyers to provide such 
advice.  Without such advice public authority decision making may be compromised because it will 
not be fully informed. 
 
Decision 
While there is a strong public interest in releasing the information requested the PSNI must ensure 
that law enforcement is not adversely affected by the release of direct dial numbers and e-mail 
addresses. There may be a public interest in having access to police departments and in ensuring 
that the Service is actively engaging with its Law Enforcement responsibilities the PSNI has a duty of 
care to the community it serves.  The PSNI will not release details that may hinder the detection or 
prevention of crime through the release of information which may be of assistance to criminals and 
direct dial lines and e-mails being inappropriately used or maliciously attacked. The release of the 
names of a member of staff into the public domain would not be in the public interest.  The Service is 



currently under severe threat from terrorists and disclosure of this information has the potential to 
assist those criminal elements seeking to carry out attacks against police officers and civilians. The 
safety of individuals is of paramount importance and the PSNI will not divulge any information which 
could put lives at risk.   
 
Legal professional privilege is a long established principle which is fundamental to the administration 
of justice. The factors in favour of disclosing legal advice on this occasion are outweighed by the 
need to maintain Legal Professional Privilege (LPP) and therefore the requested information should 
not be released in this case. LPP protects material from disclosure on the ground that the client is 
able to speak freely and frankly with his or her legal adviser in order to obtain appropriate legal 
advice. This is a fundamental requirement for a properly functioning legal system in Northern Ireland. 
The concept of LPP protects the confidentiality of communications and this helps to ensure complete 
fairness in legal proceedings. Taking into account all the circumstances we consider the public 
interest favours withholding the information to which the exemption relates. 
 
In this case I am satisfied that the exemptions outlined above are applicable to this information. 
 
 
 
 
If you have any queries regarding your request or the decision please do not hesitate to contact me 
on 028 9070 0164.  When contacting the Freedom of Information Team, please quote the reference 
number listed at the beginning of this letter. 
 
If you are dissatisfied in any way with the handling of your request, you have the right to request a 
review. You should do this as soon as possible or in any case within two months of the date of issue 
of this letter. In the event that you require a review to be undertaken, you can do so by writing to the 
Head of   Freedom of Information, PSNI Headquarters, 65 Knock Road, Belfast, BT5 6LE or by 
emailing foi@psni.pnn.police.uk.   
 
If following an internal review, carried out by an independent decision maker, you were to remain 
dissatisfied in any way with the handling of the request you may make a complaint, under Section 50 
of the Freedom of Information Act, to the Information Commissioner’s Office and ask that they 
investigate whether the PSNI has complied with the terms of the Freedom of Information Act.  You 
can write to the Information Commissioner at Information Commissioner’s Office, Wycliffe House, 
Water Lane, Wilmslow, Cheshire, SK9 5AF. In most circumstances the Information Commissioner 
will not investigate a complaint unless an internal review procedure has been carried out, however 
the Commissioner has the option to investigate the matter at his discretion. 
 
Please be advised that PSNI replies under Freedom of Information may be released into the public 
domain via our website @ www.psni.police.uk 
 
Personal details in respect of your request have, where applicable, been removed to protect 
confidentiality. 
 
 




































